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* * * Start of Change 1, all new text * * *

[bookmark: _Toc114572058]6.2.10	Data collection from UPF 
[bookmark: _Toc91154540][bookmark: _Toc100835705][bookmark: _Toc101415536][bookmark: _Toc113014165]6.2.10.1	UPF data collection for single UE
According to the Analytic ID from consumer, the NWDAF can decide whether and which kind of information should be collected from UPF in the form of event ID. For example, if the consumer requests the analytic of Service Experience, the NWDAF can decide the event ID as listed in Table 6.4.2-2, including: QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission, Packet retransmission. 
To collect data related to single UE from UPF , the NWDAF firstly discovers the SMF that serving this UE from UDM. 
And then, the NWDAF triggers data collection procedure from UPF by sending subscription request with specific UPF event ID(s) towards SMF, , and the SMF determines the UPF and sends data collection request to UPF. According to the event ID, the UPF collects the data and exposes the related information to NWDAF directly.


Figure 6.2.10.1-1: Data collection for single UE from service based UPF
0.	The UPF registers to SMF with event exposure service supporting indication and supported event ID(s) via N4 Association Setup procedure.
1.	The analytics consumer sends a request to the NWDAF for analytics on a specific UE, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The type of analytics is set to either of the Analytics ID defined in this specification. The NF provides the UE id in the Target of Analytics Reporting. Analytics Filter Information optionally contains DNN, S-NSSAI, Area of Interest, etc. 
2.	The NWDAF determines the event ID(s) of UPF event exposure according to Analytics ID. Each event ID represents the data needed to be collected from UPF. For example, if consumer requests for the service experience analytic, the NWDAF can decide UPF event ID are QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission, Packet retransmission.
3.	The NWDAF sends Nudm_UECM_Get_Request (SUPI, type of requested information set to SMF Registration Info and the S-NSSAI and DNN) to UDM to get the SMF ID that serving the target UE.
4.	The UDM provides the SMF id and the corresponding PDU Session id, S-NSSAI, DNN using Nudm_UECM_Get_Response to the NWDAF.
5.	The NWDAF sends Nsmf_EventExposure_Subscribe to the SMF, including the Event ID of UPF event exposure determined by NWDAF in step 2 and additional Direct Reporting indicating that the UPF should send the event notifications directly to NWDAF. The NWDAF requests SMF to represent NWDAF to perform data collection from UPF.
6.	The SMF responses to NWDAF for subscription.
7.	The SMF determines the UPF that serves the UE and supporting exposing event ID(s) requested by the NWDAF, according to PDU session id, UE id, and possibly S-NSSAI and DNN and event ID(s).
8.	The SMF performs N4 procedure to the UPF that determined in step 7 for data collection from UPF. In the request, the following parameters are included: PDU session id, Event ID that represents the kind of data needs to be collect, Notification Target Address, DNN, S-NSSAI, UE IP address. 
	If the UPF doesn't support some of the event ID(s) according to the step 0 or Direct Reporting is not enabled from the NWDAF in the step 5, the related data will be collected via N4 procedure between SMF and UPF. Then, the SMF may notify NWDAF of the event report using Nsmf_EventExposure_Notify.
Editor’s note: Whether the SMF can subscribe the event ID in UPF via service based interface is FFS. 
9.	After collected the data, the UPF sends the notification related with Event ID data collection information over Nupf_EventExposure_Notify service operation. The notification is sent to Notification Target Address that may correspond to the NWDAF. The UPF directly sends the collected data to NWDAF, not via SMF. 
10.	The NWDAF derives requested analytics, in the form of statistics or predictions or both.
11.	NWDAF to NF: Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
	The NWDAF provides requested analytics to the NF consumer, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
6.2.10.2	UPF data collection for any UE
Different from the data collection for single UE, for the any UE situation, the UPF which the UEs are served for is not the single one. But for a specific Analytics ID, the destination IP address, DNN, DNAI, S-NSSAI etc. can be used to determine the potential UPFs that serves the UE that meets the requirements, for example, the UEs that in the same slice or access the same DNN or IP address.
For the any UE situation, the NWDAF firstly discovers the SMFs that satisfied the parameters in the requests of NWDAF services from consumer, that serving any UE. If the parameters in requests from consumers are not supported in the SMF discovery in NRF, for example, the application server address that any UE communicated, the NWDAF should do the mapping from unsupported parameters to supported paramters that during the SMF discovery in NRF. And after determine the SMFs, the NWDAF requests the SMF to determine the UPF that serving the any UE. After that, the NWDAF directly requests the UPFs to subscribe the event in UPF to trigger the data collection procedure. According to the event ID, the UPF collects the data and exposes the related information to NWDAF directly.



Figure 6.2.10.2-1: Data collection for any UE from service based UPF
For example, in Figure 6.2.10.2-1, the NF consumers request the Service Experience towards the application server 1 for any UE. In the whole PLMN, the NWDAF should select out the UEs which has connection to AS-1 and determines the related UPF to collect data. But unlike in the single UE scenarios, the related SMF can be discovered in UDM by subscription data, for the any UE situation, the SMF which is responsible for the session management for the UEs to access DNN or application server IP address should be discovered by other means.


 
Figure 6.2.10.2-2: Data collection for any UE from service based UPF
0.	The UPF registers to SMF with the supported event exposure which represented by event ID(s) via N4 Association Setup procedure. This procedure may be repeated between different UPF and SMF.
1.	The analytics consumer sends a request to the NWDAF for analytics on any UE, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The type of analytics is set to either of the Analytics ID defined in TS 23.288 [5]. The NF provides the any UE in the Target of Analytics Reporting. Analytics Filter Information optionally contains DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI and etc.
2.	The NWDAF determines the event ID of UPF event exposure according to Analytics ID. Each event ID represents the data needed to be collected from UPF. For example, if consumer requests for the service experience analytic, the NWDAF can decide event ID is Service Experience, and the data needed to be collected from UPF are: QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission, Packet retransmission.
2a.	If the information provided by NF consumer only includes application server address and it can’t be directly used for SMF discovery in NRF, the NWDAF should recover the DNAI first from NEF/UDR. If the DNAI does not exist in the Nnwdaf_AnalyticsInfo request or Nnwdaf_AnalyticsSubscription request in step 1 and only the Application Server Address(es) exists in request, the NWDAF decides that Application Server Address(es) can’t be directly used in SMF discovery in NRF and obtain the target DNAI from 5GC by the mapping table between Application IP range/address and DNAI based on the conclusion of TR 23.700-48 [x]. So, the NWDAF sends request to NEF to obtain DNAI by providing EAS IP/IP range and/or FQDN. NEF responds to the NWDAF directly if DNAI is stored in NEF locally or the NEF recovers the DNAI from UDR. After obtaining the DNAI from NEF, the NWDAF triggers the SMF discovery in NRF using the DNAI in any UE situation. The details services between NWDAF and NEF, and the details between NEF and UDR should be coordinated with R18 EGDE item. 
Editor’s note: The details procedure of NWDAF obtain target DNAI depends on the R18 EDGE item output. 
3.	The NWDAF discovers SMF(s) by Nnrf_NFDiscovery request towards NRF according to the common features of UEs that the analytics ID refers to, including optional DNN, S-NSSAI, Area of Interest, DNAI.
4.	The NRF responses with matched SMF ID(s) or SMF IP address(es)/FQDN in Nnrf_NFDiscovery_Response.
5.	The NWDAF sends Nsmf_EventExposure_Subscribe requests to the SMF(s) discovered by NRF, including the Event ID of UPF event exposure set to in step 2 and additional Direct Reporting indicating that the UPF should send the event notifications directly to NWDAF, and other parameters used to determine UPF including optional DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI. 
6.	All these SMFs should determine the UPF which serves the UEs accord with the condition of DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI.
7.	If the UPF supports some of the event ID(s) according to the step 0 or Direct Reporting is enabled from the NWDAF, the NWDAF performs Nupf_EventExposure_Subscribe request to each UPFs individually that determined in step 6 for data collection from UPF. In the request, the following parameters are included: Event ID that represents the kind of data needs to be collect, Notification Target Address, DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI.
	If the UPF doesn't support some of the event ID(s) according to the step 0 or Direct Reporting is not enabled from the NWDAF in the step 5, the related data will be collected via N4 procedure between SMF and UPF. The SMF substitutes the NWDAF to performs Nupf_EventExposure_Subscribe request to each UPFs individually that determined in step 6 for data collection from UPF. Then, the SMF may notify NWDAF of the event report using Nsmf_EventExposure_Notify.
8.	The each of UPF sends the notification related with Event ID data collection information over Nupf_EventExposure_Notify service operation. The notification is sent to Notification Target Address that may correspond to the NWDAF.
9.	The NWDAF derives requested analytics, in the form of statistics or predictions or both.
10.	NWDAF to NF: Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
	The NWDAF provides requested analytics to the NF consumer, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.

* * * End of changes* * *


* * * Start of Change 2 * * *

[bookmark: _Toc114572078]6.4.2	Input Data
The service data and performance data collected from the AF (including the service data collected from the UE through the AF), the network data from other 5GC NFs and the network data from OAM for observed service experience are defined in Table 6.4.2-1, 6.4.2-1a, Table 6.4.2-2, Table 6.4.2-3 and Table 6.4.2-4 respectively.
Table 6.4.2-1: Service Data from AF related to the observed service experience
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	IP filter information
	AF
	Identify a service flow of the UE for the application

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE per service flow as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS for any kind of service including those not related to video or voice.

	UE ID
	AF
	The list of UE ID(s) that are associated with the Service Experience value(s). When the AF is untrusted, GPSI(s) will be provided. When the AF is trusted SUPI(s) will be provided.

	QoE metrics
	UE (via AF)
	QoE metrics observed at the UE(s). QoE metrics and measurement as described in TS 26.114 [27], TS 26.247 [28], TS 26.118 [29], TS 26.346 [30], TS 26.512 [31] or ASP specific QoE metrics, as agreed in the SLA with the MNO, may be used.
Editor's note:	How to structure the ASP specific QoE metrics and which specification will document it depends on SA WG4's decision.

	Timestamp
	AF
	A time stamp associated to the Service Experience provided by the AF, mandatory if the Service Experience is provided by the ASP.

	Application Server Instance
	AF
	The IP address or FQDN of the Application Server that the UE had a communication session when the measurement was made.



NWDAF subscribes to the service data from AF in the Table 6.4.2-1 either directly for trusted AFs by invoking Naf_EventExposure_Subscribe service (Event ID = Service Experience information, Event Filter information = Area of Interest, Application ID) as defined in TS 23.502 [3], or indirectly for untrusted AFs via NEF by invoking Nnef_EventExposure_Subscribe service (Event ID = Service Experience information, Event Filter information = Area of Interest, Application ID) where NEF translates the Area of Interest into geographic zone identifier(s). For the information whose source is UE (via AF), the AF collects data from the UE as defined in clause 6.2.8.
NOTE:	When the Service Experience is expressed as a customized MOS, the customized MOS might be defined by the content provider or by the MNO and might be based on the nature of the targeted service type (e.g. web browsing, gaming, augmented reality, V2X, SMS).
Table 6.4.2-1a: Performance Data from AF
	Information
	Source
	Description

	UE identifier
	AF
	IP address of the UE at the time the measurements was made.

	UE location
	AF
	The location of the UE when the performance measurement was made.

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service).

	IP filter information
	AF
	Identify a service flow of the UE for the application.

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Application Server Instance address
	AF/NEF
	The IP address/FQDN of the Application Server that the UE had a communication session when the measurement was made.

	Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate and Throughput.

	Timestamp
	AF
	A time stamp associated to the Performance Data provided by the AF.



NWDAF subscribes to the performance data from AF in the Table 6.4.2-1a either directly for trusted AFs by invoking Naf_EventExposure_Subscribe service (Event ID = Performance Data, Event Filter information = Area of Interest, Application ID) as defined in TS 23.502 [3], or indirectly for untrusted AFs via NEF by invoking Nnef_EventExposure_Subscribe service (Event ID = Performance Data, Event Filter information = Area of Interest, Application ID) where NEF translates the Area of Interest into geographic zone identifier(s).
Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	UE ID
	AMF
	(list of) SUPI(s). If UE IDs are not provided as Target of Analytics Reporting for slice service experience, AMF returns the UE IDs matching the AMF event filters.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow.

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow.

	Application ID
	SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow.

	UPF info (NOTE 1)
	SMF
	UPF ID/address/FQDN information for the UPF serving the UE.

	DNAI
	SMF
	Identifies the access to DN to which the PDN session connects.

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow.

	QFI
	SMF
	QoS Flow Identifier.

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF or AF
	The observed number of packet retransmission.

	NOTE 1:	The UPF info may indicate information of an anchor UPF of the PDU session containing the QoS flow.



NOTE 1:	How NWDAF collects QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission and Packet retransmission information from UPF is not defined in this Releasereferred to the clause 6.2.10 of the specification.
NOTE 2:	Care needs to be taken with regards to load and major signalling caused when requesting Any UE. This could be achieved via utilization of some event filters (e.g. Area of Interest for AMF), Analytics Reporting Information (e.g. SUPImax), or sampling ratio as part of Event Reporting Information.
NWDAF subscribes to the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation with the following Event IDs as input parameters:
-	AMF Source: Namf_EventExposure_Subscribe (Event IDs = Location Changes, Area of Interest).
-	SMF Source: Nsmf_EventExposure_Subscribe (Event ID = QFI allocation).
Table 6.4.2-3: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Timestamp
	OAM
	A time stamp associated with the collected information.

	Reference Signal Received Power
	OAM
(see NOTE 1)
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15]

	Reference Signal Received Quality
	OAM
(see NOTE 1)
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15]

	Signal-to-noise and interference ratio
	OAM
(see NOTE 1)
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12]

	The mapping information between cell ID and frequency
	OAM
	The mapping information between cell ID and frequency (NOTE 2).

	Cell Energy Saving State
	OAM
	List of the cells which are within the area of interest and are in energy saving state, as specified in clauses 3.1 and 6.2 of TS 28.310 [24].

	NOTE 1:	Per UE measurement for a specific UE from OAM (via MDT), is as captured in clause 6.2.3.1.
NOTE 2:	The MDT measurement report provides the cell identity and carrier frequency information for UE's serving cell and neighbour cell(s). The NWDAF can get the mapping information between cell ID and frequency using OAM service as described in clause 6.2.3.



NWDAF subscribes the network data from OAM in the Table 6.4.2-3 by using the services provided by OAM as described in clause 6.2.3.
Table 6.4.2-4: UE level Network Data from 5G NF related to the Service Experience
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	UE ID 
	AMF
	(list of) SUPI(s).

	RAT Type
	SMF
	The RAT type the UE camps on.



The Event Filters for the service data collection from SMF, AMF and AF are defined in TS 23.502 [3].
The timestamps are provided by each NF to allow correlation of QoS and traffic KPIs. The clock reference is able to know the accuracy of the time and correlate the time series of the data retrieved from each NF.


* * * End of changes* * *

* * * Start of Change 3 * * *
[bookmark: _Toc114572085]6.5.2	Input data
For the purpose of NF load analytics, the NWDAF may collect the information as listed in Table 6.5.2-1 for the relevant NF instance(s).
Table 6.5.2-1: Data collected by NWDAF for NF load analytics
	Information
	Source
	Description

	NF load
	NRF
	The load of specific NF instance(s) in their NF profile as defined per TS 29.510 [18].

	NF status
	NRF
	The status of a specific NF instance(s) (registered, suspended, undiscoverable) as defined per TS 29.510 [18].

	NF resource usage
	OAM
	The usage of assigned virtual resources currently in use for specific NF instance(s) (mean usage of virtual CPU, memory, disk) as defined in TS 28.552 [8] clause 5.7.

	NF resource configuration
	OAM
	The life cycle changes of specific NF resources (e.g. NF operational or interrupted during virtual/physical resources reconfiguration) as defined in TS 28.533 [19], clause 5.2.



NOTE 1:	The OAM information can be used as a complement to NRF information for some or all of the following aspects: resources utilization, NRF information correlation and alternative source of information if NRF information on load is not available.
NOTE 2:	NWDAF can request NRF for data related to NF instances, as described in TS 29.510 [18].
NOTE 3:	NWDAF can correlate the NF resources configuration with NF resource usage for generating the analytics output.
If target NF type is UPF, the NWDAF may collect the information as listed in Table 6.5.2-2, in addition to information listed in Table 6.5.2-1.
Table 6.5.2-2: Data collected by NWDAF for UPF load analytics
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF for the accumulated usage of network resources (see TS 29.244 [17])



NOTE 4:	How NWDAF collects information in table 6.5.2-2 is not defined in this Releasereferred to the clause 6.2.10 of the specification.
For the purpose of NF load analytics, the NWDAF may collect the information as listed in Table 6.5.2-3 (from OAM via MDT) and Table 6.5.2-5 via the AF (for trusted AF) or NEF (for untrusted AF) in addition to other information described above.
Table 6.5.2-3: MDT input data for UE
	Information
	Source
	Description

	UE Speed
	OAM
(see NOTE 1)
	UE Speed (see TS 37.320 [20]).

	UE Orientation
	OAM
(see NOTE 1)
	UE Orientation (see TS 37.320 [20]).

	NOTE 1:	UE input data collection for a specific UE from OAM (via MDT), is as captured in clause 6.2.3.1.



Table 6.5.2-4: Per UE attribute to be collected and processed by the AF
	Information
	Source
	Description

	Per UE attribute
	UE Application
(see NOTE 1)
	UE application data to be collected from UE.

	> Destination
	
	Expected final location of UE based on the route planned.

	> Route
	
	Planned path of movement by a UE application (e.g. a navigation app). The format is based on the SLA.

	> Average Speed
	
	Expected speed over the route planned by a UE application.

	> Time of arrival
	
	Expected Time of arrival to destination based on the route planned.

	NOTE 1:	The procedure for data collection from UE Application is as covered in clause 6.2.8.



Table 6.5.2-5: AF input data to the NWDAF for Collective Behaviour of UEs
	Information
	Source
	Description

	Collective Attribute 
	AF / NEF
(see NOTE 1, NOTE 2)
	Characterise collective attribute per set of UEs (see Table 6.5.2-4) within the area of interest.

	  > Number of UEs
	
	Total number of UEs that fulfil a collective behaviour within the area of interest.

	  > Timestamp
	
	A time stamp of time that the collective attribute derived.

	  > Application ID(s)
	(see NOTE 3)
	Identifying the application providing this information

	  > List of UE IDs
	(see NOTE 4)
	UE IDs that fulfil a collective behaviour within the area of interest.

	NOTE 1:	For collective behaviour attribute, data processing procedure is as defined in clause 6.2.8.
NOTE 2:	Per collective attribute, the AF may provide several collective attribute sets, if several sets of UEs with similar behaviour are identified. A similar behaviour can be identified to specific ranges if the AF performs data processing (Data Anonymisation, Aggregation or Normalization) based on NWDAF request. UEs falling in the same range per UE attribute can form a collective attribute set.
NOTE 3:	The application ID(s) (either external or Internal) is optional. If the application ID(s) is not provided, the relevant application ID(s) can be identified by NWDAF based on the relevant event ID as registered in NRF as covered in clause 6.2.8.2.2.
NOTE 4:	List of UE IDs is optional and subject to support by the AF when processing the data based on NWDAF request.



Based on network configuration, NWDAF may discover the AF from the NRF as defined in 6.2.8.2.2 (based on Collective Behaviour as Event ID or a corresponding Application ID).
For AF in trusted domain, the NWDAF invokes step 3a in clause 6.2.8.2.3 by using Naf_EventExposure_Subscribe service (Event ID = Collective Behaviour, Event Filter information, Target of Event Reporting). The collective attribute (see Table 6.5.2-5) can be indicated as part of event filter information as defined in TS 23.502 [3]. Otherwise, the AF notifies for all collective attributes within the area of interest.
For AF in untrusted domain, the NWDAF invokes step 3b in clause 6.2.8.2.3 by using Nnef_EventExposure_Subscribe (Event ID = Collective Behaviour, Event Filter information, Target of Event Reporting). The collective attribute (see Table 6.5.2-5) can be indicated as part of event filter information as defined in TS 23.502 [3]. Otherwise, the AF via NEF notifies for all collective attributes within the area of interest.
For Collective Behaviour of multiple UEs, NWDAF based on the configuration by MNO may request certain type of data processing from the AF as part of event filter information (e.g. for anonymisation, normalisation, aggregation). The data processing requested by NWDAF is used to anonymise, normalise or aggregate the same UE attribute from multiple UEs at the AF before notifying to the NWDAF.
For each UE attribute of a specific UE, whether and how AF is processing the data that is received from the UE depends on the SLA configured in AF (defined in clause 6.2.8.1) and is not known by the NWDAF.
To determine NF load (per area of interest), NWDAF may collect and take into account UE trajectory input data from the AF, defined in clause 6.7.2.2, Table 6.7.2.2-2 for UE mobility analytics in addition to MDT input data and /or collective behaviour input data, defined in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5, respectively.


* * * End of changes* * *

* * * Start of changes 4* * *
[bookmark: _Toc114572102]6.7.3.2	Input Data
The NWDAF supporting data analytics on UE communication shall be able to collect communication information for the UE from 5GC. The detailed information collected by the NWDAF includes service data related to UE communication as defined in the Table 6.7.3.2-1.
Table 6.7.3.2-1: Service Data from 5GC related to UE communication
	Information
	Source
	Description

	UE ID
	SMF, AF
	SUPI in the case of SMF, external UE ID (i.e. GPSI) in the case of AF

	Group ID
	SMF, AF
	To identify UE group if available
Internal Group ID in the case of SMF, External Group ID in the case of AF

	S-NSSAI
	SMF
	Information to identify a Network Slice

	DNN
	SMF
	Data Network Name where PDU connectivity service is provided

	Application ID
	SMF, AF
	Identifying the application providing this information

	Expected UE Behaviour parameters
	AF
	Same as Expected UE Behaviour parameters specified in TS 23.502 [3]

	UE communication (1..max)
	UPF, AF
	Communication description per application

	   >Communication start
	
	The time stamp that this communication starts

	   >Communication stop 
	
	The time stamp that this communication stops

	   >UL data rate 
	
	UL data rate of this communication

	   >DL data rate 
	
	DL data rate of this communication

	   >Traffic volume
	
	Traffic volume of this communication

	Type Allocation code (TAC)
	AMF
	To indicate the terminal model and vendor information of the UE. The UEs with the same TAC may have similar communication behaviour. The UE whose communication behaviour is unlike other UEs with the same TAC may be an abnormal one.

	UE locations (1..max)
	AMF
	UE positions

	   >UE location
	
	TA or cells that the UE enters

	   >Timestamp 
	
	A time stamp when the AMF detects the UE enters this location

	UE location trends
	AMF
	Metrics on UE locations.

	PDU Session ID (1..max)
	SMF
	Identification of PDU Session.

	> N4 Session ID
	SMF, UPF
	Identification of N4 Session.

	> Inactivity detection time
	SMF, UPF
	Value of session inactivity timer.

	> PDU Session status
	SMF
	Status of the PDU Session (activated, deactivated).

	UE CM state 
	AMF
	UE connection management state (e.g. CM-IDLE).

	UE session behaviour trends
	SMF
	Metrics on UE state transitions (e.g. "PDU Session Establishment", "PDU Session Release").

	UE communication trends
	SMF
	Metrics on UE communications.

	UE access behaviour trends
	AMF
	Metrics on UE state transitions (e.g. access, RM and CM states, handover).



NOTE 1:	How NWDAF collects UE communication related data from UPF is not defined in this Release of the specificationclause 6.2.10.
NOTE 2:	SMF collects N4 Session Level data from UPF independently of NWDAF input data requests to SMF.
Depending on the requested level of accuracy, data collection may be provided on samples (e.g. spatial subsets of UEs or UE group, temporal subsets of UE communication information).
The application Id is optional. If the application Id is omitted, the collected UE communication information can be applicable to all the applications for the UE.


* * * End of changes* * *


* * * Start of changes 5* * *
[bookmark: _Toc114572138]6.11.2	Input Data
For the purpose of generating WLAN performance analytics results, the NWDAF collects the data as listed in Table 6.11.2-1.
Table 6.11.2-1: Data collected by NWDAF for WLAN performance analytics
	Information
	Source
	Description

	WLAN measurement results
	OAM
	The WLAN measurement results per wireless network served by the WLAN AP.

	> SSID / BSSID / HESSID
	
	SSID / BSSID / HESSID of the selected WLAN during the period of analysis.

	> RSSI
	
	Measured RSSI of the selected WLAN during the period of analysis.

	> RTT
	
	Measured RTT of the selected WLAN during the period of interest.

	> UE Location
	
	Location information tagged by UE when it reports WLAN MDT measurement (e.g. Cell ID and/or longitude/latitude if available).

	Information on PDU Session for WLAN (1..max)
	SMF
	Information on PDU session for which Access Type is Non-3GPP and RAT Type is TRUSTED_WLAN.

	 > SSID / BSSID
	
	SSID / BSSID that the PDU session is related to.

	> Start time of the PDU Session for WLAN
	
	The time stamp that indicates when the existing PDU Session's access type changes to WLAN or when the new PDU Session for WLAN is established.

	> End time of the PDU Session for WLAN
	
	The time stamp that indicates when the existing WLAN based PDU Session's access type is not WLAN any more or when the PDU Session for WLAN is released.

	UE communications (1..max)
	UPF
	List of communication time slots

	> Communication start
	
	The time stamp that PDU session(s) for WLAN starts.

	> Communication stop
	
	The time stamp that PDU session(s) for WLAN ends.

	> UL data rate
	
	UL data rate of PDU session(s) for WLAN.

	> DL data rate
	
	DL data rate of PDU session(s) for WLAN.

	> Traffic volume
	
	Traffic volume of PDU session(s) for WLAN.



NOTE 1:	WLAN Data from OAM is collected via MDT and aligned with the WLAN measurement reporting list described in clause 5.1.1.3.3 of TS 37.320 [20]. It is assumed that not all UEs support MDT WLAN measurements.
NOTE 2:	How NWDAF collects UE communications related data from UPF is not defined in this Release of the specificationclause 6.2.10.
NOTE 3:	UE Location from OAM can be used to deduce WLAN location.


* * * End of changes* * *
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